
	Data Stewardship and Security Task Force
Cordelia Camp 101a
Thursday – April 3, 2008


	Present
	Steve Christison, Lisa Gaetano, Larry Hammer, Scott Koger, David Onder, Bil Stahl, Scott Swartzentruber, and Leila Tvedt


	Absent
	Mary Ann Lochner, Jeanine Newman, and Ami Williams


	Recorder
	Jenny Owen


	Review of Communications Plan for Security Breach Incidence Response
	· The Data Stewardship and Security Task Force reviewed the draft communication plan that Leila Tvedt prepared. 

	Action Item
	· Tvedt will revise the draft communication plan based on feedback from the Task Force.



	Updates
	· Scott Koger reported that University Police are working on tightening up security on their server. Then the wireless security on their laptops will be addressed. Koger said he is also in the process of following up with Linda Fiskeaux on the issue of using drivers license numbers in the online vehicle request system.

· Bil Stahl attended a meeting recently about a digital imaging system that can be used university-wide for digital storage and retrieval. The digital imaging system that is currently being used by Administration and Finance was discussed as a possibility.

· Steve Christison found out he needs to follow up with Fred Cantler rather than Bill Clark on some potential security issues in Athletics. He said he planned to do this later in the afternoon. 
· Stahl reported that security awareness training will be done by using the Training Register.  An announcement is being crafted that will include a deadline for this required training. 
· Stahl proposed to the Provost that money collected from fines for security breaches should go to the Data Stewardship and Security effort to provide better security through software, renovations, tools, training, etc.

· The group talked about the practice of offices across campus keeping copies of timesheets that have social security numbers on them and not storing them securely.



	Action Items
	· Stahl will draft an email that will be sent to the campus community reminding them of the importance of redacting social security numbers on timesheets or any other documents that departments keep for business purposes. A link to Policy 97 (Data Security and Stewardship) will be included in the email. Stahl will review the draft email with the Task Force for their feedback. He will also provide the Payroll Office with a copy of what will be sent out so they won’t be blindsided.

· Task Force members will continue to follow up on various security issues within the areas they represent.




